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* **조사 업체 이름**  
  SECURITI.Ai  
  **- 사업 아이템 소개**SECURITI는 기업의 복잡한 보안, Compliance, Privacy 위험을 AI와 Machine learning을 통해 자동화 하도록 지원을 하며 추가적으로 조직이 데이터와 클라우드를 보호하는데 도움을 주는 기업입니다.  
  **- 비지니스 모델**  
  기업들에게 PrivacyOps, Compliance, 개인정보 관리 프로그램을 제공합니다.
* **조사 업체 이름**BluBracket  
  **- 사업 아이템 소개  
  BluBracket은 코드 위험을 식별하고, 코드 에 접근할 수 있는 대상을 모니터링하고, 코드가 git 원격 저장소외부로 이동하는 위치를 추척하는 코드 및 git 관련 보안 제품입니다. 또한 코드 실수, 느린 토큰 및 문제가 있는 커밋 기록에 대한 가시성을 제공하기 위해 코드베이스에 대한 심층 스캔도 제공하는 기업입니다.  
  - 비지니스 모델**  
  코드 위험을 식별, 코드에 접근가능한사람을 식별, 보안 모니터링의 다양한 솔루션을 제공
* **조사 업체 이름**Git-Guardian  
  **- 사업 아이템 이름**최근 형상관리도구를 통해 개발하며 가장 많이 발생하는 문제는 바로 프로젝트의 노출되지말아야하는 다양한 정보들을 하드코딩으로 작성하고 이후 제거하지 않고 그대로 출시한다는 점입니다.  
  GitGuardian은 이러한 점에 착안하여 Git repository의 소스코드를 스캔하여 소스코드 안의 인증서, 비밀키 등 다양한 보안 키들을 찾아 적절하게 제거될 수 있는 시각적인 솔루션을 제공해주는 사업 아이템을 가지고 있습니다.  
  **- 비지니스 모델**  
  내부, 외부 저장소 모디터링을 위한 다양한 솔루션을 개인, 25명이하 팀에게는 무료, 그외는 과금을 부여합니다.
* **조사 업체 이름**  
  CybelAngel  
  **- 사업 아이템 이름**  
  기업들을 대신하여 A.I 기반으로 하는 Digital Risk Protection Platform을 통해 dark web를 포함하여 모든 층의 인터넷을 모두 스캔을 한 결과를 통해 기업의 기밀문서가 외부에 유출되지 않았는지 확인하고, 만약 유출되었다면 해커들이 해당 정보에 접근하기 전에 기업 고객들에게 알림 메세지를 제공하여 신속한 문제해결을 도모합니다.  
  **- 비지니스 모델**기업을 대신해 계약된 기업의 자료가 외부에 유출되었는지 모니터링하여 확인하는 제품을 개발해